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Corporate Credit Risk Policy
The Corporate Credit Risk Policy provides the framework for the monitoring and management of credit risk from a global 
viewpoint covering the entire Group, credit risk being understood as all counterparty risks that, in the event of insolvency of such 
counterparty, might cause the Group to sustain an economic or financial loss.
In particular, this Corporate Credit Risk Policy establishes the identification and segmentation into homogeneous groups of 
the principal types of relations that give rise to credit exposure within the Group, the implementation of mechanisms to identify 
common counterparties, the application of corporate guidelines for acceptance of counterparties, as well as the allocation of 
risk limits in the aggregate and by counterparty, in accordance with credit quality standards.
Additionally, the Risk Policies for each business establish specific credit risk limits and guidelines in line with the characteristics 
of the different types of businesses.

Corporate Market Risk Policy
The Corporate Market Risk Policy provides a common framework for the monitoring and management of market risk in the entire 
Group, market risk being understood as any potential loss of margin and/or value due to adverse changes in price-determining 
factors.
In particular, this Corporate Market Risk Policy sets out differentiated guidelines for the management of the market risk associa-
ted with the various activities connected to the energy value chain:
a) Activities associated with the core business for sale in the liberalised market (electricity production at the Company’s own 

plants, including fuel supply and emission allowances, purchase of electricity and gas, forward, wholesale, or retail sale 
of electricity and gas through the Company’s own supply company, dedicated generation or cogeneration plants with or 
without a power purchase agreement (PPA), gas storage, and related hedging transactions).

b) Activities associated with the core business in the regulated market.
c) Other activities involving the “discretionary trading” of electricity, gas, emission allowances, and other fuel and associated 

products, with respect to which a global “stop-loss” limit is established at the Group level.
Additionally, the Risk Policies for each business establish specific market risk limits and guidelines in line with the characteristics 
of the different types of businesses and the countries in which the Group has a presence.

Operational Risk in Market Transactions Policy
The Operational Risk in Market Transactions Policy covers the operational and reputational risks deriving from all activities in the 
markets by the various energy and cash management trading desks of the Group as a result of potential improper procedures, 
technological errors, human failure, fraud, and any other internal or external event.
This Operational Risk in Market Transactions Policy is based on the following basic principles:
a) Strong risk culture.
b) Proper segregation of duties.
c) Formalisation of clear policies and procedures.
d) Secure and flexible information technology systems.
And established specific directives in this regard, which shall apply based on a principle of proportionality to the number and 
complexity of all transactions carried out by each of the affected trading desks.

Insurance Policy
The Insurance Policy provides the framework for the monitoring and management, through insurance, of the Company’s global 
exposure to the impact of the operational risks associated with all the activities and businesses of the Group, within the limits 
established in the law applicable to the regulated activities carried out by the Group in the various countries in which it has a 
presence.
It includes the limits for the following insurance programmes, among others:
a) Comprehensive casualty.
b) Continuous damages.
c) Civil liability.
d) Environmental risks.
e) Nuclear risk.
f) Directors and officers.
And establishes specific limits for the captive insurance company.

Investment Policy
The Investment Policy provides the framework for the analysis, approval, and monitoring of the investment or divestment projects 
of all businesses within the Group and of the risks associated therewith, within the limits established in the law applicable to the 
regulated activities carried out by the Group in the various countries in which it has a presence.
In particular, this Investment Policy sets general limits in terms of profitability and risk for each project, as well as the manner in 
which it fits into the Group’s strategy.
In addition, the Risk Policies for each business establish specific limits and guidelines in line with the characteristics of the diffe-
rent types of investments.
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Financing and Financial Risk Policy
The Financing and Financial Risk Policy provides the framework for coverage of the financial needs of the companies belonging 
to the Group, by:
a) Ensuring liquidity with minimum financial expense and optimising the Group’s balance sheet.
b) Setting the appropriate levels of risk to be assumed in order to optimise the cost/risk ratio within established limits.
c) Transferring the level of risk associated with financial variables that the Company does not wish to assume to external enti-

ties specialising in the management of such risks.
d) Maintaining a solvency in that enable the Group to maintain its credit rating.
The Financing and Financial Risk Policy provides that the management of all of the Group’s financial risks shall be centralised 
within the Finance and Resources Division:
(i) Market risks: interest rate, exchange rate, liquidity, and solvency.
(ii) Credit risks.
(iii) Operational risks.
Additionally, the Risk Policies for each business provide for the obligation to transfer financial risks to the Finance and Resources 
Division for integrated management thereby, within the limits established in the law applicable to the regulated activities carried 
out by the Group in the various countries in which it has a presence.

Treasury Share Policy
The Treasury Share Policy provides that all transactions for the purchase and sale of treasury shares by the Company and/or 
by its controlled companies shall be conducted in compliance with applicable regulations and with the resolutions adopted in 
this regard at a General Shareholders’ Meeting, and that they shall always pursue lawful aims, such as:
a) Providing investors with adequate liquidity and depth in the trading of the Company’s shares.
b) Stabilising the share price after a public offer for the sale or subscription of shares by means of a loan of treasury shares by 

the Company and the granting of a call option on shares to the underwriters for the transaction.
c) Implementing programmes for the purchase of treasury shares approved by the Board of Directors or by the shareholders at 

a General Shareholders’ Meeting and, in particular, making available to the Company the shares required to comply with the 
share delivery commitments previously assumed thereby under issuances of securities or corporate transactions, such as com-
pensation schemes or loyalty plans for shareholders (e.g., payment of dividends in kind), directors, officers, or employees.

d) Honouring other previously-assumed lawful commitments.
e) Any other purpose allowed under applicable regulations.
Moreover, the Treasury Share Policy provides the framework for the monitoring and management of the market, credit, and 
operational risks associated with treasury share transactions, including the purchase and sale of shares of the Company and 
contracting for derivatives on treasury shares and hedging derivatives, and sets limits, inter alia, on the total volume of the po-
sition and the market risk in terms of value at risk.

Risk Policy for Equity Interests in Listed Companies
The Risk Policy for Equity Interests in Listed Companies provides the framework for the monitoring and management of risks 
affecting the various equity interests held in listed companies in the form of shares and derivatives, within the limits established 
in the law applicable to regulated activities and, in particular, risks associated with the value of:
a) Interests held in companies within the scope of consolidation (subsidiaries, companies under common control, or affiliated 

companies).
b) Financial interests (financial assets at fair value according to the profit and loss account and financial assets available for sale).

Reputational Risk Framework Policy
The Reputational Risk Framework Policy provides the framework for the monitoring and management of reputational risk to be 
implemented by all the Divisions of the Group, with all employees being involved in proactive relationships with the Company’s 
stakeholders in order to know their expectations and mitigate the associated risks, within the limits established in the law appli-
cable to the regulated activities carried out by the Group in the various countries in which it has a presence.

Information Technologies Policy
The Information Technology Policy establishes an overall framework for the governance and management of the processes and 
actions relating to information technology (IT) within the Group. It contemplates the management of risks associated with the 
use, ownership, operation, participation, influence, and adoption of specific information technology, as well as the processes 
for the management and control thereof.
It defines an integrated management framework that allows for a global technological focus and is intended to ensure the 
appropriate management of information technology and of the risks associated therewith, promoting the creation of value 
through an effective and innovative use of IT and the satisfaction of internal and external users with the level of commitment and 
services provided, maintaining a balance between the generation of profits, the optimization of risk levels, and an efficient use 
of resources, based on standards of proportionality.
Moreover, it contains the guidelines for an information technology governance model common to the entire Group, based on 
the establishment of an IT Governance Committee and the creation of separate Management Committees within the head of 
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business companies, for purposes of addressing the needs of the businesses, assigning responsibilities, prioritizing activities, 
and generating value through optimisation of costs and ongoing adaptation to technological developments.

Cybersecurity Risk Policy
The Cybersecurity Risk Policy establishes a global framework for the control and management of the cybersecurity risks appli-
cable to all the companies of the Group. In particular, it refers to the risks arising from threats and vulnerabilities affecting the 
Group’s control, information technology, and communications systems, as well as any other asset forming part of its cyber-in-
frastructure.
It also establishes the guidelines for a common cybersecurity management model for the entire Group, coordinated by a Cy-
bersecurity Committee and based on the development of global rules and standards to be applied within all the businesses and 
corporate functions, thus encouraging a strong culture of cybersecurity.
The Cybersecurity Risk Policy is based upon the following basic principles:
— Raising awareness among all employees, contractors and collaborators regarding cybersecurity risks and ensuring that 

they have the knowledge, skills, experience and technological abilities needed to support the Group’s cybersecurity goals.
— Ensuring that the Group’s information technology and communications systems have an appropriate level of cybersecurity 

and resilience and applying the most advanced standards to those that support the operation of critical cyber-infrastructu-
re.

— Fostering the existence of appropriate cybersecurity and resilience mechanisms for the systems and operations managed by 
third parties that provide services to the Company.

— Strengthening capacities for prevention, detection, reaction, analysis, recovery, response, investigation, and coordination 
against terrorist activities and criminality in cyberspace.

— Providing procedures and tools that permit rapid adaptation to changing conditions in the technological environment and to 
new threats.

— Collaborating with the relevant governmental bodies and agencies in order to contribute to the improvement of cybersecuri-
ty in the international sphere.

Procurement Policy
The Procurement Policy provides the overall framework for the control and management of the market, credit, business, regu-
latory, operational, reputational, criminal, and cybersecurity risks deriving from the purchase of materials and equipment and 
from contracting for works and services across the entire Iberdrola Group, with special emphasis being laid on adherence to the 
ethical commitments of the Group and of its suppliers.
The Procurement Policy rests upon the following basic principles:
— Promoting a strong risk culture and the development of a corporate culture based on ethics and honesty across the entire 

organisation, capable of supporting the professional and ethically responsible behaviour of all of the employees, through 
strict application of the Code of Ethics.

— Establishing, in a coordinated fashion, the standards and controls associated with the activities of purchasing and con-
tracting for equipment, materials, works, and services for the benefit of the companies making up the Group, ensuring full 
adherence to the corporate organisation deriving from the Group’s governance model.

— Implementing the mechanisms required for purchasing decisions to in any event ensure the achievement of balance between 
technical competence, quality, price, and supplier qualifications as a key condition for the contribution of value.

— Establishing supplier selection procedures that conform to standards of objectiveness, impartiality, and equal opportunity, 
ensuring at all times the professionalism of employees as well as their loyalty to the Group and its shareholders regardless 
of their own or third-party interests.

— Promoting strict compliance by suppliers with contractual terms and conditions and with applicable law, placing special 
attention on respect for the environment and on the principles contained in the Human Rights Policy, favourably assessing 
compliance with the provisions in the area of reconciliation and effective equality between men and women in the Equal 
Opportunity and Reconciliation Policy and requiring acceptance of the principles set out in the Suppliers’ Code of Ethics.

— Furthering a supplier relationship policy based on the principles of corporate ethics and transparency, striving for conti-
nuous improvement and mutual benefit and promoting innovation and development activities.

— Fostering the motivation and active participation of employees, the training required for the performance of their tasks, and 
the continuous education thereof.

The Procurement Policy establishes guidelines and detailed limits regarding levels at which authority may be delegated and pur-
chasing procedures within the Group in accordance with the aforementioned principles, as well as regarding the organisation 
principles that must be observed to ensure full adherence to the corporate organisation deriving from the Group’s Corporate 
Governance System. Attached as an Exhibit to the Procurement Policy is the Suppliers’ Code of Ethics, which must always be 
attached among the documentation of the Group’s contracts and be accepted by the supplier.
The Suppliers’ Code of Ethics need not be included in the contractual documentation for those contracts in which the counter-
party does not have the status of supplier under the Procurement Policy. This particularly includes publicity contracts, sponsor-
ship contracts, agreements for collaboration in general interest activities, and agreements for collaboration to support exceptio-
nal public interest events, and any other similar contracts.
The Suppliers’ Code of Ethics is included below.
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SUPPLIERS’ CODE OF ETHICS

IBERDROLA, S.A. (the “Company”) aspires for its conduct and that of the persons linked thereto, including all participants in the 
value chain, to respond and adhere to ethical and generally accepted social responsibility principles, in addition to applicable 
laws and the Corporate Governance System.
This ethics and good governance commitment extends to all companies belonging to the group of which the Company is the 
controlling entity, within the meaning established by law (the “Group”), and to all of its professionals, and the policies that 
further elaborate on such commitment clearly state that the Group firmly opposes the commission of any wrongful act, whether 
criminal or otherwise, and that it advances a preventive culture based on the principle of “zero tolerance” for the commission of 
wrongful acts and fraud and on the application of the principles of ethical conduct and responsible behaviour.
It is essential for this message to be unequivocally conveyed to the third parties with whom the Company maintains relations-
hips, such that they formally undertake to adhere to the Group’s ethical and good governance commitment.
The Company considers suppliers to be a strategic stakeholder, and therefore, it has established for them specific guidelines 
for action in their areas of activity that conform in all respects to the Group’s principles and values and are laid down in this 
Suppliers’ Code of Ethics, which must be expressly accepted by the Group’s suppliers and shall be attached as an exhibit to the 
respective contracts.

ETHICS: to maintain commercial relationships in conformity with principles of transparent corporate ethics and 
management.
— Corruption: the Group’s relationship with its suppliers is based on legality, efficiency, and transparency. One of the princi-

ples underpinning the United Nations Global Compact (to which the Company adhered in 2002) is the fight against corrup-
tion, bribery, and extortion.

 The Group does not tolerate, permit, or become involved in any kind of corrupt practice, extortion, or bribery in the conduct 
of its business activities, either in the public or in the private sector. Ethical and responsible behaviour is one of the pillars of 
the Group’s conduct, and its suppliers shall comply with the Group’s policies, rules, and procedures in connection with the 
prevention of corruption, bribery, and extortion.

 No supplier of the Group shall offer or give government officials, third parties, or any employee of the Group, within the con-
text of the business activity carried out for or on behalf of the Group, whether directly or indirectly, gifts, presents, or other 
unauthorised advantages, whether in cash or otherwise, in order to secure favourable treatment in the award or maintenan-
ce of contracts or to obtain benefits for themselves or for the supplying company. Acts of bribery, which are expressly pro-
hibited, include the offer or promise, whether direct or indirect, of any kind of improper advantage, any instrument designed 
to conceal them, and influence-peddling.

 Suppliers shall abide by the strictest rules of ethical and moral conduct and by international agreements and shall comply 
with the law applicable to these matters, ensuring the establishment of adequate procedures required for such purpose.

— Conflict of interest: suppliers shall maintain mechanisms ensuring that their independence of action and full compliance 
with applicable law shall not be affected in the event of a possible conflict of interest involving any of their employees.

— Information: the information owned by the Group and disclosed to a supplier shall, as a general rule, be deemed to be pri-
vate and confidential information.

 Suppliers and all professionals therewith shall be responsible for adopting adequate security measures to protect such pri-
vate and confidential information.

 The information provided by a supplier to its contacts within the Group shall be true and shall not be given with the intent to 
mislead.

LABOUR PRACTICES: to ensure the protection of internationally recognised basic human and workers’ rights within 
their sphere of influence.
— Forced labour: Suppliers shall take steps and adopt all required measures within their organisation to eliminate all kinds or 

forms of forced or compulsory labour, understood as any work or service demanded from an individual under threat of any 
kind of penalty.

— Child labour: Suppliers shall expressly reject the use of child labour within their organisation, shall respect the minimum 
hiring age limits in accordance with applicable law, and shall have adequate and reliable mechanisms in place to verify the 
age of their employees.

— Freedom of association and collective bargaining: Suppliers shall respect the freedom of union association and the wor-
kers’ right to collective bargaining, subject to the law applicable in each case.

— Equal opportunity and non-discrimination: Suppliers shall reject all discriminatory practices in employment and occupa-
tional matters and shall treat their employees fairly and with dignity and respect. For purposes hereof, discrimination shall 
include any distinction, exclusion, or preference by reason of race, colour, sex, religion, political opinion, national extraction, 
or social origin which has the effect of nullifying or impairing equality of opportunity or treatment in employment or occupa-
tion.

— Reconciliation: the supplier shall assess the implementation of reconciliation measures that promote respect for the perso-
nal and family life of its employees and facilitate the achievement of an optimal balance between the latter and the work 
responsibilities of women and men, with respect for applicable laws and local practices, and shall not in any case eliminate 
the measures established at the time of becoming a supplier of the Group.
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— Fair remuneration: Suppliers shall pay their employees in accordance with the provisions of applicable wage laws, including 
minimum wages, overtime, and social security benefits.

HEALTH AND SAFETY: to provide a safe working environment, complying with the requirements established in 
connection with the prevention of occupational risks.
— Employee protection: suppliers shall ensure the protection of their employees, particularly protecting them from overexpo-

sure to chemical, biological, or physical hazards or to tasks demanding excessive physical effort at the workplace.
— Potential emergency situations: suppliers shall identify and evaluate potential emergency situations at the workplace and 

shall minimise the possible impact thereof by implementing emergency plans and emergency response procedures.
— Training and qualifications: suppliers shall provide their personnel with the training and means required to do their work 

as agreed under contract, and shall be liable for any damage or loss attributable to the suppliers by action or omission, 
especially as a consequence of not having taken appropriate preventive measures to avoid it.

ENVIRONMENT: To maintain an environmentally-friendly preventive approach, fostering initiatives to promote 
enhanced environmental awareness.
— Environmental aspects: suppliers shall have in place an effective environmental policy that ensures compliance with all 

obligations applicable thereto under applicable law.
— Waste and emissions: suppliers shall identify and manage those substances and other materials that present a hazard 

when released into the environment in order to ensure that they are handled, transported, stored, recycled or reused, and 
disposed of safely and in compliance with applicable regulations. All waste materials, waste water, or emissions having the 
potential to adversely affect the environment shall be appropriately managed, controlled, and treated.

PRODUCT QUALITY AND SAFETY: to promote continuous improvement in the quality of the products and services 
supplied.
— Legal and customer requirements: all products and services delivered by suppliers shall meet the quality and safety stan-

dards and parameters required by applicable law, with special emphasis being placed on adherence to agreed prices and 
delivery dates.

SUBCONTRACTING: to ensure compliance with these requirements by parties collaborating with and subcontractors 
of suppliers.
— Value chain: the Group’s suppliers shall be responsible for ensuring that their own suppliers and subcontractors are subject 

to guidelines for action substantially similar to those established in this Suppliers’ Code of Ethics.
— Indirect violation of the Corporate Governance System: the actions performed and the procedures used by suppliers to 

comply with their obligations towards the Group may not entail an indirect or intermediate violation of the Corporate Poli-
cies, the Code of Ethics, or the other rules of the Company’s Corporate Governance System.

This Suppliers’ Code of Ethics is understood to be without prejudice to such additional conditions or requirements as may be 
imposed by applicable law, by the practices and rules of the various jurisdictions in which the Group operates, and by the res-
pective contract with each supplier, which shall apply in all cases.
The basic principles set forth herein apply to all of the Group’s suppliers, and the Group may ensure compliance therewith and 
shall act accordingly in the event of any violation. Furthermore, the Group shall make available suitable means to collaborate 
with its suppliers with a view to increasing their competitiveness, establishing appropriate programmes in each case.
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SUPPLIERS’ ETHICS MAILBOX

The Company has established a suppliers’ ethics mailbox (the “Suppliers’ Ethics Mailbox”) as a channel of communication so 
that suppliers of the Company (the “Suppliers”) and the companies they hire to provide services or supplies to the Company 
(the “Subcontractors”), their respective employees, and companies that have participated in service or supply bidding to be 
Suppliers may report conduct that may involve a breach by a Group professional of the Corporate Governance System or an 
illegal act or the commission by a Supplier, one of its Subcontractors, or their respective employees of an illegal act or act in 
violation of the provisions of this Suppliers’ Code of Ethics within the framework of their commercial relationship with the Com-
pany or the companies of its Group.
Suppliers must promptly report the above conduct of which they become aware due to their commercial relationship with the 
Company or the Companies of its Group.
By contracting with the Company, Suppliers undertake to inform their employees and their Subcontractors of the contents of this 
Suppliers’ Code of Ethics and the existence of the Suppliers’ Ethics Mailbox, as well as to require their Subcontractors to inform their 
employees thereof. In addition, Suppliers must be able to verify compliance with such obligations at the request of the Company.
Suppliers and Subcontractors may also use the Suppliers’ Ethics Mailbox to make queries or comments regarding the Suppliers’ 
Code of Ethics.
The country subholding and head of business companies of the Group that have compliance units or divisions may create their 
own suppliers’ ethics mailboxes or any other reporting channels that they deem suitable or appropriate for such purpose.
Communications addressed to the Ethics Mailbox may be sent by filling out an electronic form that will be available on the Com-
pany’s corporate website (in the suppliers area) and, if appropriate, on the websites of the companies of its Group, in a section 
to be called “Suppliers’ Ethics Mailbox”.
The informing principles of the Suppliers’ Ethics Mailbox are the following:
a) The communications must always observe the standards of truthfulness and proportionality; this mechanism may not be 

used for purposes other than those seeking compliance with law or the internal rules cited above.
b) The identity of the natural person reporting an irregular activity through the Suppliers’ Ethics Mailbox shall be considered 

confidential information and therefore shall not in any case be communicated to the individual being accused and avoiding 
any kind of response by the accused person as a result of the report.

c) Without prejudice to the foregoing, the data regarding the persons making the report may be provided to both government 
and court authorities, insofar as they are requested by such authorities in relation to any proceedings deriving from the 
subject-matter of the report, and to the persons involved in any subsequent investigation or legal proceedings brought as a 
result of the investigation. Such assignment of data to government or court authorities shall in all cases be provided in full 
compliance with personal data protection legislation.

The Compliance Unit shall be responsible for managing the communications sent through the Suppliers’ Ethics Mailbox of the 
Company. In the case of country subholding and head of business companies of the Group that have compliance units or divi-
sions, they shall be responsible for managing the communications sent through the Suppliers’ Ethics Mailbox of the respective 
company. If the matter affects a country subholding or head of business company of the Group that has its own compliance unit 
or division, the Compliance Unit shall send the communication to such unit or division in order for it to proceed with evaluation 
and processing in accordance with its own rules. Notwithstanding the foregoing, if the matter affects more than one country 
subholding or head of business company that has a compliance unit or division, the processing of the file shall be coordinated 
by the Compliance Unit.
The Compliance Unit and/or the compliance divisions and units of the country subholding and head of business companies, ba-
sed on the particular circumstances of the case, may inform the author of the communication regarding the status of the process.
The data provided through the Suppliers’ Ethics Mailbox shall be included in a personal data owned by the Company, or the 
country subholding or head of business companies of the Group that have compliance units or divisions, for managing the 
communications received as well as to perform any investigations required to determine whether there has been a violation. The 
rights of access, rectification, erasure, and objection, when applicable, may be exercised by means of written communication 
addressed to the registered office of the Company or of the country subholding or head of business companies of the Group, 
which may be consulted at the following link https://www.iberdrola.com/corporate-governance/structure through a written 
communication addressed to the corresponding company directed to attention of the “Compliance Division”, referencing the 
subject “LOPD”.
The Company undertakes to at all times handle the personal data of the natural person making the report in an absolutely con-
fidential manner and in accordance with the purposes set forth in this section, and shall adopt the technical and organisational 
measures necessary to ensure the safety of their personal data and to avoid the alteration, loss, or unauthorised processing 
thereof or access thereto, taking into account the state of technology, the nature of the data stored, and the risks to which it is 
exposed, all in compliance with the laws on personal data protection.
The companies of the Group shall in any event use the warnings required by law in each data collection form.
However, given the differences in regulation in the various countries in which the Group does business, the foregoing shall be 
without prejudice to the operation of the Suppliers’ Ethics Mailboxes fully observing applicable law in each country in which 
the Group operates. The obligations and commitments assumed by the Group in its relations with third parties, as well as the 
customs and good practices of the countries in which it does business shall also be fully observed.
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